
[Important] Please beware of fraudulent emails

Recently, there has been an increase in the number of fraudulent emails that

skillfully attempt to obtain personal and other information by pretending to be from

financial institutions.

Ex. 1) Emails meant to cause anxiety

Ex. 2) Emails that spoof TSB’s email domain name

If you receive an unexpected email, please be sure to follow the advice below:

 Upgrade used devices (computers and phones) and install anti-virus software.

 Do not open links or attachments attached to suspicious emails.

 Do not enter any personal information, passwords, or other sensitive details.

If you have any questions or would like to confirm the validity of an email, please

contact the Foreign National Support Desk at 03-6277-7161.


